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[bookmark: _GoBack]Welcome to our second edition of our safeguarding newsletter for parents. Through our monthly newsletters we aim to share resources, guidance and support to families around key themes, as well as signposting you to any additional external support.
Who do I contact if I need support or have questions relating to safeguarding? 
We have a large safeguarding team in school who are available and trained to support with any concerns or worries you may have.  These members of staff are often on duty on our school gates at the beginning and end of the school day.  You can also contact them via the admin@coupalsacademy.co.uk  email address. We also have safeguarding representatives on our Governing Body, and also within our Trust. They can be seen on our school website: https://www.coupalsacademy.co.uk/wp-content/uploads/sites/12/2020/12/Coupals-Child-Protection-Procedures-September-2024-final.pdf


Useful Safeguarding Acronyms and Vocabulary
DSL: Designated Safeguarding Lead
DDSL: Deputy Designated Safeguarding Lead
MASH: Multi-Agency Safeguarding Hub
CP: Child Protection
CIN: Child in Need
KCSIE: Keeping Children Safe in Education
PREVENT: Part of the Government’s Counter – Terrorism Strategy to stop people drawn into extremism 
MARF: Multi-Agency Referral Form










Spotlight on Staying Safe Online with Devices and E-Safety:
It is fantastic that so many children have mobile phones, tablets and games consoles across the school. Our children – in Years Four, Five and Six are also lucky enough to have their own 1:1 I Pad device. For the older children, a new device means new corners of the digital landscape to explore – and, unfortunately, new risks to be wary of. 
The National Online Safety Team have put together some sensational tips so that you can guide your child to enjoying their digital devices safely and responsibly. It is also imperative, that we as professionals and parents are frequently checking on what the children are looking at on their devices and monitoring their chats and communication with friends in chat groups such as: What’s App. 
Please see below five ‘top tips’ and website links to further resources and advice… 
1.

                Tablets, gaming consoles or smartphone can all be used to go online so it is important to think ahead about what safety features are available and set them up in advance. The UK Internet Safety Centre have some useful checklists with things to consider when choosing difference devices.
Advice: The Safer Internet Centre has some excellent advice in their Parents’ guide to Technology and includes specific settings for different models:
Parents' Guide to Technology - UK Safer Internet Centre2.


                     Setting up Parental Controls on the home internet connection may seem a little daunting but the highly regarded Internet Matters website has some useful guidance from major broadband providers about setting up online filters.
Advice: Use the Interactive Guide on the website:
Parental controls and privacy settings guides | Internet Matters3.

		
              It is important to agree some behaviours and expectations before your child receives and uses a device and it can prevent some difficult conversations later. Additionally, Childnet have a hand Family Agreement which can be useful, especially for younger children – see the website to see this: Family agreement | Childnet
Advice: Good agreements work both ways so if family time involves no technology, this applies to adults too!
4.

                 If you are unsure about Snaps, Streaks or Insta. The variety of Apps and Social Media tools can seem bewildering at first but the highly recommended NetAware resource from O2 and the NSPCC is an excellent way to find out more about the different apps and games that your child may use – see: Net Aware update from the NSPCC - UK Safer Internet Centre
Advice: NetAware also has an app for your Smartphone to stay in touch with the latest updates. 
5.

                Games can be over-looked but remember most modern consoles and phones connect online and often have in-built web browsers. Ensuring appropriate gaming content is important so check the rating for different games, including the descriptions such as: Sex, violence or bad language- see the following website for more information: | Pegi Public Site
Advice: Some games offer in game purchase for additional content. If so, use vouchers rather than credit/debit cards to help save you from unexpected bills later. 
Further Advice for staying safe online….
Always set a password
If your child’s device has a password protection, feature, use it! It will help to keep their private information safe and deny others access to their devices!
Encourage your child to keep numbers and devices private
Make sure your child understands that they should never share their phone number with someone they don’t know or accept a friend request from them. This includes joining What’s App groups with children in that they do not know!
Pay attention to age ratings
Children are often excited to play games and explore different apps. Before they download or install apps, check its rating. Popular games have apps with content that is not suitable for younger ages.
Limit screen time
Using a device for too long, especially just before bed, can interfere with a child’s sleep quality and reduce their concentration and engagement in lessons at school. It might be helpful to agree on certain times of day when they don’t use their device. Most device settings let you specify a screen-time limit, helping your child to stay healthy and to stay alert and focussed at school. 

Stay aware of the surroundings
It is common to see adults not looking where they are going whilst engrossed in their mobile phone. Children are even more easily distracted. Please remind your child to not use their device when they are walking to and from school and also remind them of the importance of staying safe when crossing roads. If your child needs to use a phone when walking, cycling or running, please encourage them to stop in a safe place to use their device. 
Be there if your child needs to talk
Even when you have made a device as secure as possible, there is always a possibility of your child seeing something that bothers or upsets them or someone they don’t know attempting to contact them. If this happens, listen to their concerns, empathise and reassure them. Once they have explained what happened, you can decide if you should take further action like blocking or reporting another user. 
Apps and their age ratings….
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What are they?
‘Ade Ratings’

Agame's age rating can be used by adults to
make an informed choice as to whether or
not a game i suitable for their child. The PEGI
(Pan European Game Information) system
rates games and, instead of indicating the
level of ability required to physically play a

'game, itindicates the suitability of content for
thatage group. 3,7,12, 16 and 18 are the labels
that can be awarded to games and a variety
of content descriptors such as violence, bad
language and fear are used to further clarify
why the label was assigned.
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Know'the Risks

The biggest and mostobvious risk of not following:
the agerating system s thatchildren may viewor,
hedrage=inappropriate contentMany games now;
include scenes of aviolentoraraphicnaturewhich
could beupsetting orconsideredtoojintensefor
youngerplayerss

Peer pressure

Peerpressure has alargerole toplayinageratings
being overlooked, Children don twanttobe the
onesleftbehindiand can puttheirparentsunder.
pressure toallow them toplay agane beyond the
recommended suitabity especiallywHsncilof
theirfriendsareplayingjtaireadys
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dgecanbeyiewedpysome chilarendsachallenge
and togain g oo reputation GmongsLiTientss
KiidosiSattnbutea o thechildpIayinatheige)
inappropriate gameresultinginmorechildren
wanting tofollowsuit:

Inorderforagametobe released on popular:
platforms; suchas PlayStationiand Xbox, game:
developers mustipdy for,aPEG] Fating) However,
Smallerdevelopmentteams are Sometimes)
reluctanttopaythese feesand gamesareioften)
reledsedioniother platiorms)such e Stean)
Withoutany Gge restrctionss

rchild has downloaded then use
‘your knowledge is up to date. Online
bsites, such as National Online Safety, can provide you with the
information you need.

r parental controls on the stores whers you'buy garmes from.
low parents to et passwords to block games with certain
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ige ?en mus with your child. You don‘twant to be in position
here the ‘talk to you if something has made them feel

e in a game because they are worried they will getin
~ troubleforplaying the gamein thefirst place.

the game has been awarded a certain label.
the positives and negdiives of playing a game and decide on
‘some ground rules together:
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What you need to know about...

Spot the Signs

Be aware of children being vague around the
content of what they want to play. If they are
unwilling to supply you with information about what
the game is about, this can be an indicator thatyou

wouldn't allow them to purchase it if you knew.

Unofficial sites

There are plenty of indie games that can be bought
using online stores that don't necessarily have dge
restrctions, Ifyou notice your child using sites such
as GOG oritch.io rather than official channels such

as the Google Play Store, they might be accessing
games thataren't officiaily rated but still aren’tage
appropriate.

Unfamiliar terminology

Your child might start using phrases or terminology
thatis new to them or mimicking actions that they
have learnt from a game without realising their
inappropriateness.

Wanting to be secluded

Be aware if suddenly your child wants the move the
device thatthey piay their games onintod more
secluded area of the house away from adults. Itisa
good idea foryour child to play online games in
shared areawhere you can see the Screen.

Be aware of spending

Setting up accounts with online stores require bank
account details. Keepin: on your bank
balance means that you will be able to tell if there
has been anew purchase and can provide you with
‘an opportunity to ask aboutwhat new game:
they've purchased;
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